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1.1 ABSTRACT

We focus on the problem of designing a TDMA service for a grid-based sensor network.
Such networks are readily found in many applications in the area of monitoring, hazard
detection, and so on. We consider three communication patterns, broadcast, convergecast
and local gossip, that occur frequently in these systems. We develop TDMA service that can
be customized based on the application requirements and also provide guidance about using
this service when the communication pattern is unknown or varies with time. With these
customizations, whenever a sensor receives a message, it can forward it to its successors
with a small delay. We show that this TDMA service is collision free whereas existing
CSMA based approaches suffer significant collisions. We also show how this service can
be extended to deal with other deployments in a 2-D field, failure of sensors, and sensors
that are sleeping as part of a power management scheme. Further, we show that this service
can be used in a mobile sensor network that provides localization service.
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1.2 INTRODUCTION

Sensor networks are becoming popular nowadays due to their applications in both academic
and industrial environments. Currently, sensor networks are highly useful in applications
such as data gathering, active/passive monitoring and tracking of undesirable objects [1], and
unattended hazard detection [2, 3, 4]. Further, the sensors can be rapidly deployed in the field
due to their small size and low cost. However, these sensors are often resource constrained.
Specifically, the sensors are constrained by limited power, limited communication distance,
and limited sensing capability. Therefore, they need to collaborate with each other to
perform a particular task.

Sensor networks can be classified based on the nature of deployment of sensors. One
approach for such deployment is random where sensors are distributed with some expected
density distribution. Another approach for such deployment is systematic geometric dis-
tribution. The results in this chapter are targeted towards such systematic geometric dis-
tribution where sensors are deployed in a (rectangular, hexagonal or triangular) grid. One
such application that uses such systematic distribution and requires collaborative effort is
the DARPA NEST technology demonstration project A Linein thesand (LITeS) [1]. In this
demonstration, sensors are arranged in a thick line (grid). When an intruder (for example,
a person, a soldier, a car, or a heavy vehicle such as a tank) comes in the vicinity of this
line or crosses this line, the sensors detect it. Now, to classify the intruder, the sensors that
observed the intruder communicate with each other. These sensors have two options for
classification: internal or external. In an internal classification, the sensors that detect the
intruder communicate with each other. And, in an external classification, the sensors send
their observed values to a base station that exfiltrates the data outside the network.
Message collision and communication patterns.  One of the important challenges in
applications such as LITeS is message collision. Specifically, if a sensor receives two
messages simultaneously then they collide and both messages become incomprehensible.
Also, it is difficult for a sensor to know whether a given message reached all its neighbors.
This is due to the fact that a message sent by a sensor may collide at one neighbor and be
received correctly at another neighbor.

Another important challenge is to deal with the existence of different communication
patterns. We consider three commonly occurring communication patterns: broadcast,
convergecast, and local gossip. In broadcast, a message is sent to all the sensors in the
network. Broadcast is useful when a base station wants to transmit some information (e.g.,
program capsules for reprogramming the sensors [5, 6], diffusion message to revalidate the
time slots allotted to sensors, etc) to all the sensors in the network. We also consider two other
communication patterns, convergecast and local gossip. These communication patterns are
based on our experience with LITeS demonstration [1]. Based on the internal classification
technique mentioned earlier, we consider the communication pattern, local gossip, where a
sensor sends a message to its neighboring sensors within some distance. And, based on the
external classification technique mentioned earlier, we consider the communication pattern,
convergecast, where a group of sensors send a message to a particular sensor such as the
base station.

We present our TDMA service® for sensor networks. Our TDMA service ensures
collision-freedom and fair bandwidth allocation among different sensors. Further, our
TDMA service lets one customize the assignment of time slots to different sensors by
considering the common communication patterns that occur in the application.

1A preliminary version of this work appearsin [7].
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Improper initializations and state corruption. In a large sensor network, it is possible
that some of the sensors are improperly initialized. Further, if the slots assigned to the
sensors are corrupted or the clock skew is higher than expected in some interval, then
collisions occur during communication. Hence, starting from such arbitrary states, the
TDMA service should be able to recover to states from where the service satisfies its
specification. In other words, it is necessary that the TDMA service be stabilizing fault-
tolerant [8, 9], i.e., starting from an arbitrary state, the system should recover to states from
where subsequent communication is collision-free.

Results. We concentrate on designing collision-free communication algorithms for sensor
networks. We compare the performance of our TDMA algorithm with collision-avoidance
protocols applicable in sensor networks. The main results of this chapter are as follows:

o We present self-stabilizing TDMA (SS TDMA) service that can be customized for
different communication patterns, namely, broadcast, convergecast, and local gossip.
Starting from an arbitrary state, SS-TDMA recovers to states from where collision-
free communication among sensors is restored. Furthermore, we present simulation
results to validate that SS-TDMA is collision-free. We compare SS-TDMA with
collision-avoidance protocols like CSMA and show that they suffer significant num-
ber of collisions.

e SS-TDMA canbe used in several deployment scenarios. We first consider deployment
in a rectangular grid. Then, we extend it to hexagonal/triangular grid. Finally, we
show how it can extended to any geometric distribution provided localization service
[10, 11] is available.

o We show how slots are assigned to sensors so that the delay in broadcast, convergecast,
and local gossip is reduced. Also, under reasonable assumptions, we prove that SS-
TDMA is delay-optimal for broadcast. Further, we show how SS-TDMA is used in
the context of power management.

e We show that SS-TDMA is fault-tolerant. More specifically, we show that it is
possible to reclaim the slots assigned to failed sensors and reassign them to active
sensors. Furthermore, we show that SS-TDMA can tolerate errors in the location,
i.e., even if the sensors are moved slightly from their ideal location, the percentage
of collisions is within application requirements. Additionally, we show that mobility
is supported in SS-TDMA if localization service is available.

o We outline the middleware architecture of SS-TDMA. Towards this end, we present
how our algorithms are implemented as a middleware service. We identify the appli-
cation programming interfaces (APIs) of our service.

The rest of the chapter is organized as follows. In Section 1.3, we describe the sensor
network model and state the assumptions made in this chapter. Then, in Section 1.4, we
present SS-TDMA algorithms for sensor networks. Specifically, we present the SS-TDMA
algorithms for different communication patterns. Further, in Section 1.5, we show that SS-
TDMA is self-stabilizing, delay-optimal (under certain conditions), and energy-efficient. In
Section 1.6, we present the simulation and implementation results of SS-TDMA. In Section
1.7, we provide extensions to SS-TDMA. Finally, in Section 1.8, we discuss related work
and in Section 1.9, we make concluding remarks.



4 SS-TDMA: A SELF-STABILIZING MAC FOR SENSOR NETWORKS

1.3 MODEL AND ASSUMPTIONS

Inthis section, we present the sensor network model and state our assumptions. The assump-
tions are in three categories: existence of base station (or exfiltration point), deployment
topology of the network, and sensor radio capabilities.

Base station.  We assume that there exists a base station that initiates a diffusing com-
putation to assign initial slots to all sensors. Typically, the base station is more powerful
compared to other sensors in the network. And, it has long range wireless network capabil-
ity (e.g., IEEE 802.11). If there are multiple base stations in the network, first, they elect a
leader among themselves. Note that this process is independent of the sensor network since
the base stations have powerful radio and also, use a different wireless network protocol.
The elected base station is now responsible for initiating the diffusing computation to assign
initial TDMA slots to all sensors. Furthermore, the base station could be co-located with
another sensor in the grid, or it could be assigned a separate grid position. For simplicity, we
assume that the base station is located at the left-top position (at location (0, 0)). However,
it can be placed in any grid position. The extension for this case is straightforward and,
hence, is omitted.

Topology. Initially, we assume that sensors are arranged in a grid where each sensor knows
its location in the network (geometric position). Each message sent by a sensor includes
this geometric position. Thus, a sensor can determine the position, direction and distance
(with respect to itself) of the sensors that send messages to it. Initially, for simplicity, we
assume that the sensor network has a perfect grid topology and no sensors have failed or are
in sleeping state. By making these assumptions, we can design algorithms for perfect grid-
based sensor networks. Then, we extend the algorithms to deal with the case where sensors
(other than the base station) have failed. (Note that the assumption about non-failure of
base station is acceptable; base station is responsible for exfiltrating data from the network.
Hence, if it fails, another base station must be available to utilize the sensor network.)

In this chapter , initially, we assume a rectangular grid topology. Later, we extend the

algorithms for hexagonal and triangular grids. We will also show that our algorithm works
for the case where sensors are randomly deployed in a geometric distribution. Finally,
we also show that our algorithm works even if the sensor nodes are mobile. The last two
extensions require localization service [10, 11] so that the sensors can identify their location
in the field.
Communication and interference ranges.  We assume that each sensor has a com-
munication range and an interference range. Communication range is the distance up to
which a sensor can communicate with certainty/high probability. Interference range is the
distance up to which a sensor can communicate, although the probability of such a com-
munication may be low. This assumption is based on the ability of sensors to communicate
with each other in a geometric topology, or the existence of some sensors that have larger
communication range due to higher power levels or elevation in the sensor plane. Hence,
to introduce uniformity in the communication capabilities of the sensors, we consider in-
terference range. In such a scenario, one possible way to estimate the interference range
is to take the maximum value of the communication ranges of all sensors. (Note that the
communication range that is used in this case should be the minimum of the communication
ranges of all sensors.)

Now, based on these assumptions, given two sensors, j and k, if k is in the interference
range of j but k is not in the communication range of j then & receives messages sent by j
with a low probability. However, if k receives another message while j is sending a message,
it is possible that collision between these two messages can prevent & from receiving either
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of those messages. Based on the definition of the interference range, it follows that it is at
least equal to the communication range. Also, we assume that the sensors are aware of their
communication range and interference range. Initially, we assume communication range =
1, i.e., asensor can only talk to its neighbors in the grid. Then, we extend the algorithms to
deal with other communication ranges.

Remark. We only consider collisions where at least one of the messages was expected to
be received at the destination. In other words, when j and & send a message that collide at
[ then that collision is counted only if [ is in the communication range of either j or k. If [
is outside the communication range of both 5 and k, [ was not expected to receive either of
the two messages. Hence, such a collision is not counted.

1.4 TDMA SERVICE FOR SENSOR NETWORKS

In this section, we present time-division multiple access (TDMA) algorithms for sensor
networks. Time-division multiplexing is the problem of assigning time slots to each sensor.
Two sensors j and & can transmit in the same time slot if j does not interfere with the
communication of k& and & does not interfere with the communication of ;. In this context,
we define the notion of callision-group. The collision-groupof sensor 5 includes the sensors
that are in the communication range of j and the sensors that interfere with the sensors in
the communication range of j. Hence, if two sensors j and k are alloted the same time
slot then 5 should not be present in the collision-group of k£ and & should not be present in
the collision-group of j. Thus, the problem of time-division multiple access is defined in
Figure 1.1.

Time Division Multiple Access

Assign time slots to each sensor such that,
If two sensors j and k transmit at the same time then
(j ¢ collision-group of sensor k).

Figure1.1. Problem statement of TDMA

Now, we present the algorithm for allotting time slots to the sensors. In Section 1.4.1, we
present the TDMA algorithm for broadcast. Then, in Section 1.4.2, we present the TDMA
algorithm for convergecast and in Section 1.4.3, we present the algorithm for local gossip.

1.4.1 TDMA Service for Broadcast

In this section, we present our TDMA algorithm for broadcast. Consider a grid network
where a sensor can communicate with sensors that are distance 1 away and interfere with
sensors that are distance y, y > 1 away (cf. Figure 1.2, where y = 2). To presentthe TDMA
algorithm, we first present an algorithm for initial slot assignment. Then, we present an
algorithm for subsequent slot assignments.

Initial dot assignment. Let us assume that the base station starts a diffusing computation
to assign initial slots at time slot 0. From Figure 1.2, we observe that sensors (1, 0) and
(0, 1) will receive the diffusion message. Now, both sensors (1,0) and (0, 1) should not
forward the diffusion message at the same time, as their message would collide at sensor
(1,1). Hence, sensor (1,0) is allowed to forward the message at slot 1. Sensor (2, 0) is
allowed to forward the message at slot 2. We note that sensors (2, 0) and (0, 1) should not



6 SS-TDMA: A SELF-STABILIZING MAC FOR SENSOR NETWORKS

3
6 Legend
9 @  Sensorsin communication range of <0,0>

@ Sensorsin interference range of <0,0>

Figurel.2. Initial slotassignment for broadcast where communication range= 1, interference
range=2. The number associated with each sensor denotes the slot at which it should forward
the diffusion message.

transmit at the same time as their messages will collide at (1, 1) and (2, 1). Hence, sensor
(0, 1) is allowed to forward the message at slot (y + 1) (i.e, slot 3 in Figure 1.2. In general,
if a sensor receives a diffusion message from its west neighbor, it forwards after 1 slot, and
if it receives the message from its north neighbor, it forwards after (y + 1) slots. In short,
if the base station initiates the diffusion at slot 0, sensor (7, j) will forward the message at
sloti + (y + 1)j.

TDMA dots.  Once the initial slot (the slot in which a sensor forwards the diffusion
message) is determined, a sensor determines its future slots using the TDMA period. Let
j and k be two sensors such that j is in the collision-group of k. Let t; (respectively, ¢)
be the initial slot of j (respectively, k). We propose an algorithm where the slots assigned
for jare t; + ¢« M CG where ¢ > 0 and M CG captures information about the maximum
collision-group in the system.

From the initial slot assignment algorithm, we know that ¢ ; #¢,. Now, future messages
sent by j and k can collide if ¢; + ¢1 * MCG =t} + c2 * MCG, where c¢i,c2 > 0. In
other words, future messages from j and & can collide iff |¢; —tx| is a multiple of M CG.
More specifically, to ensure collision-freedom, it suffices that for any two sensors j and k
such that j is in the collision-group of k, M C'G does not divide |¢t; —t|. We can achieve
this by choosing M CG to be max(|t; —tx| : j is in the collision-group of k) + 1.

If j is in the collision-group of k then |¢;—t| is at most (y + 1)?; such a situation occurs
if 5 is at distance of i + 1 in north/south of k. Hence, the TDMA period is (y + 1)% + 1.
The algorithm for assigning TDMA slots is shown in Figure 1.3.

const P,=(y+1)* +1;
/I Initial slot assignment for broadcast
When sensor j receives a diffusion message from &
if (k is west neighbor at distance 1)
transmit after 1 slot.
else if (k is north neighbor at distance 1)
transmit after (y + 1) slots.
else // duplicate message
ignore

/l TDMA algorithm for broadcast
If sensor j transmits a diffusion message at time slot ¢;,
j can transmit at time slots, Ve : ¢ > 0: ¢ + ¢ * B,

Figure 1.3. TDMA algorithm for broadcast
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The algorithm assigns time slots for each sensor based on the time at which it transmits
the diffusion message. Thus, a sensor (say, j) can transmitinslots: ¢;,¢; + ((y + 1) + 1),
ti+2((y+1)%+1),..., etc. Figure 1.4 shows a sample allocation of slots to the sensors.

0,10 1,11 2,12 3,13

3,13 4,14 Ts, 15 Te, 16 Legend

@ Sensorsin communication range of <0,0>

.ﬁoﬂ Osﬂog’ 19 @ Sensorsin interference range of <0,0>

Figure 1.4. TDMA slot assignment for broadcast where communication range = 1,
interference range = 2. The numbers associated with each sensor denote the slots at which
it can send a message.

Theorem 1.1 The initial slot assignment for broadcast in the above algorithm is collision-
free.

Proof. Let us assume that the source sensor (0, 0) (i.e., base station) starts transmitting at
slot 0. By induction, we observe that sensor (i, 7) will transmitat time slot¢ = i+ (y+1);.
Now, we show that collisions will not occur in this algorithm. Consider two sensors (i1, j1)
and (ig, j2). Sensor (i1, j1) will transmit at time slot t; = i; + (y + 1)1 and (ia, ja)
will transmit at time slot ¢2 = i + (y + 1)j2. Collision is possible only if the following
conditions hold:

o t1 =tg, i, (i1 —i2) + (y+1)(j1 — j2) = 0.

e The Manhattan distance between (i1, j1) and (iz, j2) is less than or equal to (y + 1),
ie., |ir —ig| + [j1 — jo| <y + 1.

e (i1,71) and (ia, jo) are distinct, i.e., |¢1 — i2| + [j1 — J2| > 1.

From the first condition, we conclude that (i; — i2) is a multiple of (y + 1). Combining
this with the second condition, we have |i; —i2| =0 or |j; — j2| =0. However, if [i; —i2|=0
(respectively, |71 — j2| =0) then from the first condition (j; — jo) (respectively, (i; — i2))
must be zero. If both (i; — i2) and (j; — j2) are zero then the third condition is violated.
Thus, collision cannot occur in this algorithm. 0

Theorem 1.2 The above algorithm satisfies the problem specification of TDMA.

Proof. Consider two distinct sensors j and & such that j is in the collision-group of k.
The time slots assigned to j and k are ¢; + ¢ * P, and ¢, + ¢ = P, respectively, where c is an
integer and P, = (y + 1)? + 1 is the period between successive slots. Suppose a collision
occurs when j and & transmit a message at slot ¢; + ¢; * P, and ¢, + co * P, respectively,
where ci, co > 0. In other words, ¢; + ¢q * P, =tj, + c2 * P,. From Theorem 1.1, we know
that ¢; # ¢i. Therefore, collision will occur iff |¢;—t| is a multiple of P,. However, since
j is in the collision-group of k, |t; —t,| is at most (y + 1) (less than ;). In other words,
|t;—tx| < (y +1)% < P,. Hence, if j and k transmit at the same time, then they are not
present in the collision-group of each other. This is a contradiction. Thus, collisions cannot
occur in this algorithm. 0

Remark. In our algorithms, we have used Manhattan distance in the calculation of inter-
ference range. If we consider geometric distance instead, our algorithms can be extended
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appropriately by using a larger interference range that accommodates all sensors where
interference may occur.

1.4.2 TDMA Service for Convergecast

Suppose, sensor (1, 1) sends a message to the base station at slot 14 (cf. Figure 1.4). Sensors
(0,1) and (1, 0) receive the message. However, these sensors have just missed their slots
(11 and 13 respectively) and hence, need to wait until the next slot before forwarding the
message to the base station. Therefore, the algorithmin Section 1.4.1 introduces a significant
delay for convergecast, where a group of sensors send data (for example, information about
the activities of an intruder in the field [1]) to the base station. Hence, in this section, we
customize the algorithm in Section 1.4.1 for convergecast.

To reduce the delay for convergecast, we change the slot assignment as follows: If
j receives a message from its left neighbor then it chooses to transmit the diffusion in
(—1)*" slot (in circular sense). In other words, j transmits in the (P — 1)** slot, where P
(=(y + 1)% + 1) is the interval between slots assigned to a sensor and y is the interference
range of the sensors. If j receives a message from its top neighbor then it transmits in the
(—(y + 1)) slot. (For example, see Figure 1.5 for slot assignment for the case where
y = 2.) After the first slot is determined, the sensors can then transmit once in every P
slots.

40,50,60 39,49,59 38,48,58 37,47,57
e ——e — 0 —oO
37,4157 34,46,56 ‘35,45,54 34,44,54 Legend

&—0——O0—O ®  Sensorsin communication range of <0,0>
44,5464 34,43,53 ‘32,42,54 41,51,61
e—0——0——o0

Sensorsin interference range of <0,0>

Figure 1.5. TDMA slot assignment for convergecast where communication range = 1,
interference range = 2. The numbers associated with each sensor denote the slots at which
it can send a message. Some initial slots are not shown.

As we can see from Figure 1.5, with the above slot assignment, delay for convergecast
is reduced. Specifically, when a sensor transmits a message that is to be relayed by sensors
closer to the base station (left-top sensor), such a relay introduces only a small (respectively,
no) delay. Thus, the TDMA algorithm customized for convergecast is shown in Figure 1.6.

Theorem 1.3 The above algorithm satisfies the problem specification of TDMA.
Proof. The proof is similar to Theorem 1.2. 0

1.4.3 TDMA Service for Local Gossip

For local gossip, the communication is in all directions. Hence, we need an approach that
combines the slot assignment for broadcast and convergecast. We proceed as follows: We
increase the value of the period (P) to 2((y + 1)? + 1), twice the previous value. With
this increased value, each sensor gets two slots (even and odd) in this period. Let the slots
assigned to the base station be 0 and P — 1. To simplify the presentation, let us assume that
the base station starts a diffusion in its even or the 0" slot. When j receives the diffusion
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const P.=(y+1)2 41
// Initial slot assignment for convergecast
When sensor j receives a diffusion message from &
if (k is west neighbor at distance 1)
transmit in the P. + (—1)*" slot.
else if (k is north neighbor at distance 1)
transmit in the P. 4+ (—(y + 1))*" slot.
else // duplicate message
ignore

/l TDMA algorithm for convergecast
If sensor j transmits a diffusion message at time slot ¢;,
Jj can transmit at time slots, Ve : ¢ > 0 : ¢; + ¢ Pe.

Figure1.6. TDMA algorithm for convergecast

from its left neighbor, it chooses the slot that is 2 higher than that used by the left neighbor.
Likewise, when j receives the diffusion from its top neighbor, it chooses the slot that is
2(y + 1) higher than that used by the top neighbor. (For example, see Figure 1.7 for slot
assignment for the case where y = 2.) Note that the diffusion messages are forwarded in
the even slots. In our solution for gossip, whenever sensor k transmits in the even slot, say
tr, it can also transmit in ((P—1)—tx) mod P, the odd slot. Thus, the TDMA algorithm
customized for local gossip is shown in Figure 1.8.

40,59, 60 79 42, 57 62, 7744 ,55,64,75 46,53,66,73

46,53 GL 7348 S,L 68,7149/50,69,70 |47,52,67,72
° e o o Legend
o Sensors in communication range of <0, 0>
47,52,67,72 45,54,65,7443,56,63,76 | 41,58,61,78 L
® 0 o) @ Sensorsin interference range of <0, 0>

Figurel.7. TDMA slot assignment for gossip where communication range=1, interference
range = 2. The numbers associated with each sensor denote the slots at which it can send a
message. Some initial slots are not shown.

Theorem 1.4 The above algorithm satisfies the problem specification of TDMA.
Proof. The proof is similar to Theorems 1.2 and 1.3. Note that in the gossip algorithm,
even slots behave like broadcast algorithm and odd slots behave like convergecast algorithm.

O

Based on Figure 1.7, in the case where TDMA is customized for local gossip, the interval
between two successive slots of a sensor can be twice as much as in the case where TDMA
is customized for broadcast/convergecast. Thus, if a sensor needs to transmit a message
then the worst case delay is larger when the TDMA service is customized for local gossip.
In spite of this deficiency, the TDMA service provides substantial benefits for broadcast and
convergecast even if it is customized for local gossip. To see this, observe that once the base
station sends the broadcast message in its even slot, any sensor receiving it can forward it
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const P,=2((y 4+ 1)* + 1);
/I Initial slot assignment for local gossip
When sensor j receives a diffusion message from &
if (k is west neighbor at distance 1)
transmit after 2 slots.
else if (k is north neighbor at distance 1)
transmit after 2(y + 1) slots.
else // duplicate message
ignore

/l TDMA algorithm for local gossip
If sensor j transmits a diffusion message at time slot ¢;,
j can transmit at time slots,
Ve:c>0:t; +cx Py,
((Pg—1)—t;) mod P) + ¢ * P,.

Figure 1.8. TDMA algorithm for local gossip

with a small delay (cf. Figure 1.7). Likewise, if a sensor transmits a convergecast message
in the odd slot, any sensor receiving it can forward it with a small delay. In fact, as seen
from Figure 1.7, in the TDMA service customized for local gossip, if any sensor wants to
transmit a message in any given direction (east, west, north, south, southeast, southwest,
northeast, or northwest) then any sensor that receives that message can forward it with a
small delay.

Based on the above discussion, if the most common communication pattern is known to
be broadcast or convergecast, we can customize the TDMA service accordingly. Even if
the communication pattern is unknown or varies with time, customizing the TDMA service
for local gossip provides a significant benefit for other communication patterns.

1.5 SS-TDMA: PROPERTIES

In this section, we present some of the properties of our algorithms. First, in Section 1.5.1,
we show how stabilization can be added to the algorithms in Section 1.4. Then, in Section
1.5.2, we show that under certain conditions, the delay in delivering a broadcast message
using the algorithm in Section 1.4 is optimal. In Section 1.5.3, we show that the algorithms
proposed in Section 1.4 can be used in the context of power management.

1.5.1 Stabilization and Reliability

We now add stabilization to the TDMA algorithms discussed in Section 1.4, i.e., if the
network is initialized with arbitrary clock values (including the case where there is a phase
offset among clocks), we ensure that it recovers to states from where collision-free commu-
nication is achieved. The TDMA algorithm in Section 1.4 relies on the initial slot assign-
ment algorithm. We modify that algorithm to obtain self-stabilizing TDMA (SS-TDMA).
Specifically, in SS-TDMA, the base station periodically sends a diffusion message in a slot
it believes to be its TDMA slot (according to the algorithm in Section 1.4). Whenever a sen-
sor receives the diffusion message, it recalculates its TDMA slot based on the appropriate
algorithm in Section 1.4. Then, it forwards the diffusion message it that slot.
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If the clock values are corrupted then some sensors may not receive the diffusion message.
To deal with this case, in SS-TDMA, whenever a sensor does not get the diffusion message
for certain consecutive number of times, the sensor shuts down, i.e., it will not transmit any
message until it receives a diffusion message from a sensor closer to the base station. The
network will eventually reach a state where the diffusion message can be received by all
sensors. From then on, the sensors can use the TDMA algorithm in Section 1.4 to transmit
messages. Based on the above description, we observe that if there are no faults in the
network and the links are reliable then no sensor will ever shut down. Moreover, if faults
perturb clock values, then eventually they will be restored so that subsequent communication
is collision-free. Thus, we have

Theorem 1.5 Starting from arbitrary initial states, SS-TDMA recovers to states from where
collision-free communication among sensors is restored. 0

Remark. We do not specify the parameters such as the period between successive
diffusing computations, the number of diffusions a sensor waits before shutting down, etc.
This choice depends on how frequently we want to perform validation of slots to account
for clock drifts, acceptable overhead when no clock drifts occur, and acceptable time for
recovery. Since we use time-synchronization service [12] along with SS-TDMA, the clock
drift among sensors is very small. Further, the overhead incurred by time-synchronization
service is very low (one beacon every 15 seconds). Hence, the period between successive
diffusing computations to revalidate the time slots could be higher. Thus, the frequency
of diffusing computations is expected to be very low. However, we do not consider the
issue of optimizing these values based on the requirements of the application. This issue is
orthogonal to the service proposed in this chapter.

Dealing with unreliablelinks. So far, we assumed that if a sensor sends a message then
in the absence of collisions, it would be correctly received. However, in a sensor network,
message could be lost due to other environmental factors. In SS-TDMA, such failures are
already tolerated. However, in such cases, some sensors may shut down incorrectly. The
probability of such shut downs can be reduced. Towards this end, let p be the probability
that a sensor receives a message from its neighbor. Also, let n be the number of diffusion
periods a sensor waits before shutting down. Now, consider a sensor j that receives a
diffusion message after [ intermediate transmissions. The probability that this sensor does
not receive the diffusion message is 1 — p' and the probability that this sensor shuts down in
the absence of faultsis (1 —p')™. Note that this is an overestimate since a sensor receives the
diffusion message from more than one sensor. If we consider p = 0.90,! = 10and n = 10,
the probability that a sensor that is 10 hops away from the base station will incorrectly shut
down is 0.0137. Thus, we have

Theorem 1.6 If p is the probability of a successful communication over a link, n is the
number of diffusion periods a sensor waits before shutting down, then the probability that
a sensor [ hops away from the base station shuts down incorrectly is at most (1 — p)™. 0

Corollary 1.7 If there are no faults in the network and the links are reliable then no sensor
will ever shut down.

Proof.  If the links are reliable, then p = 1. Hence, from Theorem 1.6, this theorem
follows. 0
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1.5.2 Delay Optimality

In this section, we prove that, under certain assumptions, the broadcast algorithm is optimal
and our algorithm reduces the delay in delivering a message to its intended receivers.
Towards this end, we prove Theorems 1.8 and 1.9, next.

Theorem 1.8 A broadcast where (1) communication range and interference range of the
sensors is 1, (2) every sensor must transmit at least once, (3) if i; < iy and j; < jo then
the slot used by sensor (i1, j1) to transmit the broadcast message should be less that or
equal to the slot used by sensor (is, j2), and (4) no collisions should occur, will take at least
3(n—1)+1slots in a n x n grid where the initiator of broadcast is at one corner.

Proof. We prove this by induction. For the base case, consider a 2 x 2 grid as shown in

Figure 1.9.

Figure1.9. Broadcastina 2 x 2 grid

Suppose sensor (0, 0) starts the broadcast at slot 0. Sensors (1, 0) and (0, 1) receive the
message. Now, both these sensors cannot transmit in the next slot, since there will be a
collision at (1, 1). Hence, without loss of generality, let sensor (1, 0) transmit the broadcast
at slot 1. Now, either sensors (0, 1) or (1,1) can transmit next. However, sensor (0, 1)
should transmit the message before sensor (1, 1). Hence, sensor (0, 1) transmits at slot 2
and sensor (1, 1) transmit at slot 3. Hence, the broadcast takes 4 slots. Thus, the theorem
holds for 2 % 2 grid.

For inductive case, let us assume that the theorem holds for n x n grid, i.e., the broadcast
takes 3(n—1)+1 slots. Now, we prove that in a (n+1) = (n+1) grid, the broadcast takes
3n + 1 slots.

Figure 1.10. Broadcastina (n+1) * (n+1) grid

From the induction hypothesis, we know that the last (bottom-right) sensor (i.e., (n—
1,n—1)) in the n * n grid transmits the broadcast message at slot 3(n—1). Hence, sensor
(n,n—1) to therightin (n+1) * (n+1) grid, transmits the message at slot 3(n—1)+1 (cf.
Figure 1.10). Similar to the argument in 2 * 2 grid, sensor (n—1,n) should transmit the
message before sensor (n, n). Therefore, sensor (n—1, n) transmits at slot 3(n—1)+2 and
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sensor (n, n) transmits at slot 3(n—1)+3=3n. Hence, the broadcast takes at least 3n+1
slots. Thus, the theorem holds for (n+1) * (n+1) grid. 0

Theorem 1.9 For communication range and interference range of 1, SS-TDMA requires
3(n—1) + 1 slots for broadcast in a n * n grid. 0

Thus, under the assumptions of Theorem 1.8, SS-TDMA customized for broadcast pat-
tern is delay-optimal. Further, in the broadcast algorithm presented in Section 1.4.1, when-
ever a sensor sends a message, the sensors farther away from the base station receive the
message just before their allotted time slots. Hence, they can transmit the message with a
small delay. Similarly, for other communication patterns and interference ranges, a sensor
can forward the message to others with a small delay.

1.5.3 Energy Efficiency

In this section, we discuss the energy-efficiency of SS-TDMA. Energy-efficient algorithms
are important in sensor networks due to the inherent power constraints of the sensors.

Energy-efficiency can be achieved in SS-TDMA as follows. A sensor remains in active
mode only in its alloted time slots (if it needs to send any data) and in the alloted time slots
of the sensors within its communication range. In the remaining slots, the sensor can save
energy by turning off its radio and remaining in idle mode. Suppose the communication
range of a sensor is 1, then a sensor will have at most 4 neighbors. Let P be the period
between successive time slots alloted to a sensor. A sensor will have to be in active mode
in its alloted time slot and in the alloted time slot of its 4 neighbors, during every period. In
other words, a sensor will have to be in active mode in 5 slots each period. For interference
range, y = 2, period P = (y + 1)2 + 1 = 10, a sensor will have to be active in 5 slots in
every 10 slots, i.e., 50% of the time. In general, if the communication range is 1 then a
sensor needs to be awake for at most 5 slots in every (y+1)2+1 slots.

We note that more optimizations are possible in the above scheme. In SS-TDMA,
whenever a sensor has some message to send, it will send the message at the start of its
alloted time slot. Hence, neighboring sensors can decide whether they should continue
listening in that time slot. 1f a sensor does not receive any message in the first part of the
time slot, it can turn its radio off. Further, depending on the communication pattern, a
sensor can choose to listen only to a subset of its neighbors. For example, in broadcast, a
sensor always gets a message from the sensors that are closer to the base station. Hence,
sensors can choose to listen only to the slots assigned to their neighbors that are closer to
the base station. Thus, energy-efficiency can be achieved in SS-TDMA.

1.6 SS-TDMA: SIMULATION AND IMPLEMENTATION RESULTS

We have implemented SS-TDMA for different communication patterns on MICA motes
[3, 2]. Further, we have simulated our algorithms in prowler [13], which allows one to
simulate arbitrarily large number of sensors (especially MICA motes). In Section 1.6.1, we
present the middleware architecture of SS-TDMA for MICA motes. In Section 1.6.2, we
present the simulation model and in Section 1.6.3, we present the simulation results.
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1.6.1 SS-TDMA: Middleware Architecture

SS-TDMA service includes APIs for initialization, send and receive. We discuss each of
these APIs and their internal details, next.

Initialization.  As discussed in Section 1.4, one of the parameters to the service is the
interference range used by sensors. We assume that the interference range of all sensors is
identical. For initialization, SS-TDMA assumes that once the sensor network is deployed,
there is a delay before the application begins. This delay is used to perform a diffusing
computation and to assign initial slots. Additionally, the diffusion is performed periodically
to (re)validate the slots and to deal with clock drift among sensors. Thus, one of the
parameters to the service is the period after which diffusion is used to (re)validate the slots
that sensors need to use for TDMA.

Yet another parameter for SS-TDMA is the time slot (in physical time) that should be
assigned for sending a message. We choose the slot time so that it is larger than the time
required to send a message of maximum length (including preamble, CRC, etc.).

SS-TDMA also takes the parameter that identifies the communication pattern for which

the service should be customized. The application can use this parameter to customize the
communication that occurs most frequently. As discussed in Section 1.4, if the commonly
occurring communication pattern is not known then customizing SS-TDMA for local gossip
is beneficial.
Send. Although SS-TDMA ensures that when two sensors, say j and &, transmit simulta-
neously, neighbors of j (respectively, k) receive messages from j (respectively, k) without
collision, we still use CSMA. Thus, if j is about to transmit in its TDMA slot and it observes
that the channel is busy then j backs off until the next TDMA slot. Although in our simu-
lations and in experiments with small number of motes such a back off never occurred, it is
expected that it may occur in a larger experimental setup. We expect that using CSMA in
addition to TDMA will reduce the collisions that may occur due to unsynchronized clocks,
larger interference range than that used by SS-TDMA or interference range that varies with
time or other environment factors.

The send is non-blocking. Hence, if SS-TDMA receives more than two messages and the
sum of their lengths is less than the maximum message length, we combine those messages
and send them in the next time slot.

Recelve.  There are no special tasks performed when SS-TDMA receives a message.
All received messages are forwarded to upper layer. Additionally, if the received message
includes multiple embedded messages then the receive action separates them.

1.6.2 Simulation Model

In this section, we discuss the simulation model of the experiments. We use a probabilistic
wireless network simulator, prowler [13], that is a simulation environment for embedded
systems especially for MICA motes [3, 2]. The simulator has a modular design. Each layer
of the system architecture is designed as a separate module.

Using prowler, one can prototype different sensor network applications, communication
models, propagation models and topology. For our TDMA simulations, we use the ra-
dio/communication model that is based on the algorithms in Section 1.4. Using this model,
we implement the notion of communication range and interference range. To compare our
algorithms with the existing implementation, we use the default radio models provided by
prowler. These models include CSMA and a primitive model that uses no access protocol.
Finally, we use the rectangular grid as the underlying topology since it reflects the topology
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used in LI1TeS [1]. Specifically, in LITeS, the sensors are arranged in a rectangular grid and
the base station is placed at one corner in this grid.

Now, we discuss the simulations we performed in the context of these communication
patterns based on the experiences with LITeS. Then, we discuss the simulations we per-
formed to study the effect of location errors. SS-TDMA groups up to 4 messages in the
gueue into a single message before transmitting.

Broadcast.  The base station (sensor at left-top corner) initiates a broadcast. It sends
the broadcast message to its neighbors in the communication range. Whenever a sensor
receives the broadcast message for the first time, it relays it (for sensors farther from the
base station). We conduct the broadcast simulations for different network sizes. In these
simulations, we consider the following metrics: maximum delay incurred in receiving the
broadcast message, number of sensors that receive the broadcast message, and humber of
collisions. Since CSMA (respectively, no MAC layer) does not guarantee reception by
all sensors, we also consider the delay when a certain percentage of sensors receive the
broadcast message. Regarding collisions, we compute the ratio of the number of collisions
to the number of messages.

Convergecast.  For convergecast, a set of sensors send a message to the base station
(approximately) at the same time. In our experiments, we keep the network size fixed at
10x10. We choose a subgrid of varying size; sensors in this subgrid transmit the data to
the base station. We assume that the subgrid that sends the data to the base station is in the
opposite corner from the base station, i.e., the subgrid is farthest from the base station. For
these simulations, we compute maximum delay incurred for receiving messages at the base
station, the percentage of sensors whose messages are received by the base station and the
number of collisions. Once again, as in broadcast simulations, we compute the delay for
the case where a certain percentage of messages are received by the base station.

Local gossip. In local gossip, a subgrid of sensors send the data. The goal is to transmit
the data from these sensors to the sensors in the subgrid and the neighbors of the sensors in
the subgrid. Thus, local gossip is applicable in locally determining the set of sensors that
observed a particular event. In our experiments, we keep the network size fixed at 10x10.
We choose different sizes of subgrids. For these simulations, we compute the average delay
incurred for receiving messages at the sensors that are expected to receive the local gossip
and number of collisions.

Location errors.  An important concern for a communication protocol is the errors in
sensor location. Errors are introduced in sensor location due to misplacement of sensors, or
external factors like wind, vehicle movement, etc. Communication protocols that depend
on sensor location should be able to tolerate this kind of error.

To model location errors, we randomly perturbed the sensors. Inour simulation, the error
in sensor location is determined using a normal distribution, N (u, o), where p is the mean
error distance and o is the standard deviation of the error. The direction of perturbation was
randomly selected from O degrees to 360 degrees. To ensure that the grid remains connected
in spite of perturbations, during these simulations we increased the communication range.
We note that this is a reasonable assumption in that if we need to tolerate location errors then
the ideal distance between two neighboring sensors should be smaller the communication
range.

1.6.3 Simulation Results

In this section, we present our simulation results that compare SS-TDMA with the case
where CSMA is used and with the case where no MAC layer is used. The results presented
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in this section are mean of 3 experiments. Also, we have shown the variance in the graphs,
whenever it is more than 5% of the mean.

Broadcast. In Figure 1.11, we present our simulation results for broadcast for the
case where communication range and interference range is 1. Figure 1.11 () identifies
the number of collisions that occur in different algorithms. As expected, SS-TDMA is
collision free for all network sizes. By contrast, in CSMA, about 10% of messages suffer
from collisions.

Figure 1.11 (b) identifies the maximum delay incurred in receiving broadcast messages.
Since all sensors may not receive the broadcast message when CSMA is used, we consider
the delay when a certain percentage, 80-100%, of sensors receive the broadcast message.
As we can see, the delay in SS-TDMA is only slightly higher.

Figure 1.11 (c) identifies the number of sensors that receive the broadcast message. We
find that with SS-TDMAJ/CSMA, all sensors receive the message. However, without the
MAC layer, the number of sensors that receive the message is less than 50%.
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Figure1.11. Results for broadcast with communication range = 1, interference range = 1.
With SS-TDMAJ/CSMA, all sensors receive the broadcast and hence, the graphs for them are
identical
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Figure1.12.  Results for broadcast with communication range = 1, interference range = 2.
With SS-TDMAJ/CSMA, all sensors receive the broadcast and hence, the graphs for them are
identical.

In Figure 1.12, we present the simulation results for broadcast for the case where com-
munication range is 1 and interference range is 2. As we can see, these results are similar
to those in Figure 1.11.

Convergecast. In Figure 1.13, we present our simulation results for convergecast for the
case where communication range and interference range is 1. Figure 1.13 (a) identifies the
number of collisions that occur in different algorithms. As we can see from Figure 1.13
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(a), although SS-TDMA is collision free, there are a significant number of collisions with
CSMA. Regarding delay, as we can see from Figures 1.13 (b) and (c), the delay incurred
by SS-TDMA is reasonable and that the base station receives all the messages sent by the
sensors. By contrast, with CSMA, approximately 50% of the messages are received when
the number of sensors sending the data to the base station increases. The delay incurred for
75% of the messages to reach the base station is infinity when the the field size is greater
than 4. This is represented in the graph (cf. Figure 1.13 (b)) by an arrow that goes vertically
outside the graph. And, without the MAC layer, no data reaches the base station (cf. Figure
1.13 (c)).

25 T T T - 80 T T T T S T T T T
SS-TDMA "—— o) | 'SS-TDMA, 50% +—— g
2 CSMA —-x-- s / . ! SRV @
5 20 4 50 |- SS-TDMA, 75% /-3~
S 3 ! SS-TDMA, 100% -- -~ § 20~ SSTOMA —i— 1
2 5L 1 8k ! CSMA, 50% 8- _| K CSMA ——-
3 I S L T H CSMA, 75% —— 2 15 |-NoMAC Layer & E
5 ptle £ 3 o
o 10 |- * -1 > 30 g .
g K} 3 10 =TT
s 5F E Q 20 ] KT
8 g 2 o
© L I L i o 51 T —
2 O g 10 = 7
s @
5 | | | | < 5 | | 1 1 3 1 1 1 | h
0 5 10 15 20 25 0 5 10 15 20 25 = 0 5 10 15 20 25
Size of the field sending data to base station Size of the field sending data to base station Size of the field sending data to base station
@) (b) (©

Figure1.13. Results for convergecast with communication range = 1, interference range = 1
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Figurel1.14. Results for convergecast with communication range = 1, interference range = 2

In Figure 1.14, we present the simulation results for convergecast for the case where

communication range is 1 and interference range is 2. As we can see, these results are
similar to those in Figure 1.13.
Local gossip. InFigures 1.15 (a) and 1.15 (b), we present our simulation results for local
gossip for the case where communication range is 1 and interference range is 1. Figure
1.15 (a) identifies the number of collisions as the size of the group performing local gossip
increases. As we can see, CSMA based solution suffers significant collisions whereas SS-
TDMA is collision free. Also, as seen from Figure 1.15 (b), the delay in SS-TDMA is
somewhat more than that in CSMA. However, unlike SS-TDMA where all sensors receive
the necessary messages, in CSMA, the sensors receive approximately 50% of messages.

Once again, the results are similar for the case where interference range is increased to
2 (cf. Figures 1.15 (c) and 1.15 (d)).

Effect of location errors.  In our location error experiments, even if the sensors are per-
turbed from their ideal position, as long as the perturbation is small and the communication
range is increased so that the network remains connected, the results are close to those
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Figurel.15. Results for local gossip; (a) and (b) with communication range = 1, interference
range = 1, (c) and (d) with communication range = 1, interference range = 2

presented earlier. We introduce location errors in the sensors as follows. Let {(a, b) be the
ideal location of a sensor. Let e, be the distance a sensor is perturbed from its ideal location,
and 0, be the angle of perturbation. The error distance e is determined using the normal
distribution N (u, o), where p is the mean error distance and o is the standard deviation
of eq. Thus, the error in location on 95% of the sensors is in the range (—u—20, u+20).
Hence, to determine the topology, we increase the physical communicationrangeby p+2o.
However, the communication and interference range used by the algorithm is 1. For small
perturbations (i.e., < 0.2), increasing the physical communication range is sufficient to
ensure that the network is connected. However, for larger perturbations (i.e, 1 > 0.2), if
the communication and interference range used by the algorithm is 1, number of collisions
increase significantly. Hence, we need to increase the interference range that the algorithm
uses, say, to 2. Additionally, if the predicted 1 is less than the actual mean error, the algo-
rithm can increase its interference range when it observes significantly higher number of
collisions using the approach to change the collision-group size (cf. Section 1.7.4).

In our simulations, p takes the following values: 0.0 — 0.4 and o takes the following
values: 0.0 — 0.2. And, 6, is determined using the uniform distribution U (0, 27). Thus,
the actual location of the sensor is (a+eg4cos(604), b+egsin(y)).

Broadcast. In Figure 1.16, we present the simulations results for broadcast with location
errors. Figure 1.16 (a) identifies the percentage of collisions during broadcast. As we
can see, when g increases, the number of collisions increases. However, the collisions
are within 2%. Figure 1.16 (b) identifies the maximum delay involved in delivering the
broadcast message to all the sensors. We can note that the delay is within 5% when compared
to the case where no location errors are introduced. Finally, Figure 1.16 (c) identifies the
number of sensors receiving the broadcast message. As we can observe, all the sensors
receive the message except for the case where 4 =0.2 and o =0.1. Even in this case, more
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than 98% of the sensors receive the broadcast message. Table 1.1 shows the percentage
of collision for the case where = 0.4 and interference range=2. As we can observe, the
percentage of collisions is small with increased interference range.

5 — T T 7 T T T T
=0, o= - o = |=( =0 —+— ~ -
2 4| p=01,020.05 —-x- 4 % T o d 2l p
s =0.2, 0=0,05 3 2 S ey
o) K 255952 = 50 | 5 p=0.2, 0=0.05 -3
s 3| W020%01-0- - 5 © 150 | p=0.2,0=0.1 - ©-- -
S - g a0 <
5 ! S =
2+ | _ =
g L - St S 100 | -
£ 9t A R > 3
] P 20 ]
2 P : -l 3 . © 50 -
S o %% O ;5 2
1 1 1 1 1 0 1 1 1 1 & o 1 1 1 1
0 50 100 150 200 0 50 100 150 200 0 50 100 150 200
Size of the network Size of the network Size of the network
@) (b) (©
Figure 1.16. Results for broadcast with location errors
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Figure 1.17. Results for convergecast and local gossip with location errors

Convergecast. In Figures 1.17 (a) and 1.17 (b), we present the simulation results for con-
vergecast with location errors. Figure 1.17 (a) identifies the number of collisions during the
message communication. We note that, as the error in sensor location increases, collisions
increase. Further, as observed earlier, the collisions are within acceptable limits, i.e., within
6%. Figure 1.17 (b) identifies the average delay involved in delivering the convergecast
messages to the base station; the average delay is within 5% when compared to the case
where were no location errors are introduced. Further, similar to the case where no location
errors are present, the base station receives all the convergecast messages. Moreover, if the
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mean error distance increases, we can keep the percentage of collisions small by increasing
the interference range (cf. Table 1.1).

Local gossip. InFigures 1.17 (c) and 1.17 (d), we present the simulation results for local
gossip with location errors. Similar to the observations made earlier in this section, from
Figure 1.17 (c), we observe that the number of collisions during message communication is
small (i.e., within 4%). Further, the delay involved in delivering the local gossip messages is
within 15% when compared to the case where no location errors are introduced. Finally, all
the local gossip messages are delivered to the group that expects such messages. Moreover,
if the mean error distance increases, we can keep the percentage of collisions small by
increasing the interference range (cf. Table 1.1). From these simulations, we conclude that
the location errors do not significantly affect the performance of our TDMA service.

Table1.1. Percentage of collisions for u=0.4, c =0.2, and interference range=2

Broadcast Convergecast Local Gossip
Network Size | Mean Variance || Field Size | Mean  Variance | Mean Variance
4 8.46 2.26 5.15 0.21
25 0 0 9 7.64 1.97 5.35 2.35
100 5 4 16 9.55 18.36 7.82 1.67
225 6.31 2.81 25 10.30 3.17 10.07 14.18

Effect of grouping. Inthe proposed SS-TDMA service for sensor networks, if the service
receives two or more messages and the sum of the message lengths is less than the maximum
message length of a TDMA message, SS-TDMA combines these messages into a single
TDMA message. In this section, we study the effect of grouping. Specifically, we study
the effect of varying the number of messages grouped into a single TDMA message for
convergecast and local gossip. Note that in the simulations for broadcast only one message
is transmitted, and hence, we do not consider the issue of grouping for broadcast. Further, in
this section, we present results for the delay in delivering the messages. In our simulations,
the base station (respectively, the group expecting the gossip messages) receives all the
convergecast (respectively, gossip) messages. Also, the percentage of collisions is zero.

In Figures 1.18 (a) and 1.18 (b), we present the simulation results for convergecast and
local gossip where the communication range is 1 and interference range is 1. We consider
the following values for grouping constant (GP): 1, 2, and 4. In Figure 1.18 (a), we
can observe that the delay increases when the number of messages grouped into single
TDMA message decreases. With GP = 1, only one message is sent in a TDMA slot.
With GP =2, one or two messages are sent in a slot. In this case, SS-TDMA service will
group messages in its queue depending on the total message size. We note that the TDMA
message queue will also contain messages generated at other sensors. This is due to the
fact that a sensor needs to forward a message generated at other sensors in convergecast.
Thus, the grouped messages may contain messages from different sensors and, hence, the
delay will be different with different group sizes.

In Figure 1.18 (b), we present the results for local gossip. We observe that the results are
similar to convergecast. Specifically, as G P decreases, delay in delivering the local gossip
messages increases.

Once again, the results for the case where the communication range is 1 and interference
range is 2 are similar (cf. Figures 1.18 (c) and 1.18 (d)).
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Figure1.18. Effect of grouping constant; with communication range = 1, interference range
=1, for (a) convergecast and (b) local gossip, and with communication range = 1, interference
range = 2, for (c) convergecast and (d) local gossip

1.7 SS-TDMA: EXTENSIONS

So far, we had assumed that sensors are arranged in a rectangular grid as this is the topol-
ogy used in LITeS [1]. In this section, we discuss some of the extensions to SS-TDMA.
Specifically, in Section 1.7.1, we show how SS-TDMA can be extended to support larger
communication ranges. In Sections 1.7.2 and 1.7.3, we present SS-TDMA algorithms for
other grid-based topologies as well as for arbitrary geometric topologies. Also, we show
how this approach can be used to support mobile sensor nodes. And, in Section 1.7.4, we
show how SS-TDMA deals with failed sensors. Finally, in Section 1.7.5, we show how
SS-TDMA can applied to network programming of sensors [5].

1.7.1 SS-TDMA: Larger Communication Ranges

Inthis section, we present the TDMA algorithm for communication range= 2 customized for
broadcast pattern. We note that similar extensions are possible for even large communication
ranges and other communication patterns (i.e., convergecast and local gossip).

Consider a rectangular grid where a sensor can communicate with its distance 2 neigh-
bors, i.e., communicationrange = interference range=2,and y = | wi;‘frfzzzgfﬁ);%ﬁqe] =1
(cf. Figure 1.19). The base station is located at the left-top position ({0, 0)) in the network.

Given a sensor location {(a, b), depending upon whether a, b are even or odd, we can
split the network into 4 subgrids, even-even, even-odd, odd-even, and odd-odd. Now, SS-
TDMA algorithm from Section 1.4.1 can be used in each of these subgrids. Inthese subgrids,
communicationrange = interference range = 1. Let the base station (location (0, 0}), located
in the even-even subgrid, start the diffusion to assign initial slots for broadcast pattern at
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Figure1.19. TDMA slot assignment in a network with communication range=2

slot 0. Sensors (1,0), (2,0), (0,1), (1,1), and (0, 2) will receive the message. Figure 1.20
(a) shows when these sensors can forward the diffusion message.
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Figure 1.20. Initial slot assignment when the sender is in (a) even-even subgrid, (b) even-
odd subgrid, (c) odd-even subgrid, and (d) odd-odd subgrid. The sensors shaded in gray are
the senders and the sensors shaded in black are in the communication range of the respective
senders.

From Figure 1.20 (a), we observe that sensors (2,0) and (0, 2) are allowed to forward
the diffusion message after 1 and 2 slot(s) respectively. This is similar to the algorithm in
Section 1.4.1 where communication range = interference range = 1. Other sensors transmit
in such a way that they do not interfere with the even-even subgrid. Specifically, sensor
(1,0) forwards the diffusion after P = (y + 1)2 + 1 slots, i.e., after 5 slots, sensor (0, 1)
forwards the diffusion message after 2P slots, and sensor (1, 1) forwards the message after
3P slots (cf. Figure 1.19). If the sender is in a even-odd subgrid (respectively, odd-even
and odd-odd subgrid), then the initial slots are assigned using the slot assignment specified
in Figure 1.20 (b) (respectively, Figures 1.20 (c) and 1.20 (d)).

Once the initial slots are assigned, sensors can determine the future slots using the period
between successive slots. The TDMA period for communication range=2 in a rectangular
gridis 4P.

Theorem 1.10 The above algorithm satisfies the problem specification of TDMA. 0

1.7.2 SS-TDMA: Hexagonal Grids

Consider a hexagonal grid network where a sensor can communicate with its distance 1
neighbors and interfere with its distance 2 neighbors (cf. Figure 1.21). Note that by simple
geometry, we can show that the distance between opposite corners of a hexagon is twice as
long as an edge of the hexagon. We assume that the base station is located at the left-most
corner on the left-top hexagon in the network (cf. Figure 1.21).
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Figure 1.21. TDMA slot assignment in hexagonal-grid network where communication
range=1 and interference range=2. The numbers associated with each sensor denote the slots
at which it can send a message. Slots for some sensors are not shown.

From Figure 1.21, we observe that whenever the base station transmits, sensors located
at the top (say, j) and bottom (say, k) of the base station at geometric distance 1 from the
base station can transmit next. However, if both these sensors transmit simultaneously then
collision occurs at the base station. Hence, we proceed as follows: whenever j receives the
diffusion message from the base station, it retransmits the message after 1 slot. Likewise,
whenever & receives the diffusion message from the base station, it retransmits the message
after 2y slots, where y is the interference range of the sensors. Further, whenever a sensor
receives a message from its neighbor on the straight edge (cf. Figure 1.21), it forwards the
message after 1 slot.

Once the initial slots are assigned, each sensor can determine future slots based on the
time it forwards the diffusion message and the period between successive slots. For a
hexagonal grid, the period between successive slots, Ppe, = 2y(y+1)+ [ 4| +1 suffices.
Thus, the SS-TDMA algorithm for hexagonal grids is shown in Figure 1.22.

const Pres =2y(y+1)+[5]+1;
/I Initial slot assignment in hexagonal grids
when sensor j receives a diffusion message from k
if (k is at distance 1 in the same level
(i.e., j — k is a straight edge))
transmit after 1 slot.
else if (k is at distance 1 in the lower level)
transmit after 1 slot.
else if (k is at distance 1 in the upper level)
transmit after 2y slots.
else // duplicate message
ignore

/l TDMA algorithm for broadcast in hexagonal grids
If sensor j transmits a diffusion message at time slot ¢;,
j can transmit at time slots, Vc: ¢ > 0: ¢ + ¢ % Preq.

Figure 1.22. TDMA algorithm for hexagonal grid
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Theorem 1.11 The above algorithm satisfies the problem specification of TDMA. 0

We note that the above algorithm is customized for broadcast. We can also customize SS-

TDMA on a hexagonal grid for convergecast and local gossip. Towards this end, we need to
change the initial slot assignments and the TDMA period Pj,... similar to the modifications
discussed for rectangular grids in Sections 1.4.2 and 1.4.3. Specifically, for convergecast,
whenever sensor j receives the diffusion message, it forwards the message in its negative
slot (i.e., it forwards the message in (Phex —tj)th slot, where t; is the slot in which it is
supposed to forward according to the above algorithm). Likewise, for local gossip, similar
modifications can be applied.
Remark. We observe that it is possible to convert a triangular grid into a hexagonal grid.
Once the hexagonal grid is obtained, SS-TDMA for the hexagonal network can be applied
to allot time slots to different sensors. However, in this algorithm, the sensors within the
hexagon will not get time slots. We can allow the sensors in the boundary of the hexagon
(called boundary sensors) to share their time slots with the intermediate sensors. In order
to allow boundary sensors to share their TDMA slots with the intermediate sensors, we
need to increase the collision-group size. In this case, collision-group of a sensor includes
the sensors that are within distance y + 2. For more details of this extension, we refer the
reader to [14].

1.7.3 Two-Dimensional Clustering

In this section, we discuss how SS-TDMA can be implemented in other geometric 2-
D deployments. This approach is based on the virtual grid idea in geographical-adaptive
fidelity (GAF) algorithm from [15]. The idea behind this approach is to embed a rectangular
grid on the field where the sensors are deployed.

With the help of localization service [10, 11], a sensor can determine its x, y coordinates
in the field. Based on these values, the sensor can determine the square in which it is
present in the grid embedded on the field. Once the sensor knows its location in the grid,
it can determine its communication slots using the algorithm presented in Section 1.4. To
ensure that the sensors in neighboring squares in the grid can communicate with each other,
the distance between the sensors in the neighboring squares should be less than or equal
to the communication range of the sensors. If two sensors fall on the longest diagonal
between the neighboring squares then the distance between these two sensors is /5r,
where r is the length of the square. Hence, we need to ensure that the length of the square,

r < Commumcjf“’” Ta%9¢ in order to allow these two sensors to communicate. With this
embedding, we now obtain a 2-D grid where some sensors have failed; such a scenario
will occur if there is no sensor that falls in the given r x r square. Hence, we can use the
extension considered in Section 1.7.4 to obtain the TDMA service for such a network.

In this scheme, however, two or more sensors may fall into the same square. Hence,
we need other mechanisms that allows these sensors to collaborate among themselves on
deciding how to share the communication slots assigned to that square. Since the number
of sensors that fall in the same square are expected to be small, a simple protocol can be
easily designed to decide how these sensors will share their TDMA slots. However, this
issue is outside the scope of this chapter.

Remark. Inmost applications, if more than one sensor is present in a square, these sensors
provide redundant information. Hence, it is preferable that only one sensor is active at any
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instant of time. Periodically, the active sensor can delegate its role to other sensors in the
square. Remaining sensors can thus turn off their radio and conserve energy.

Supporting mobile sensor nodes. SS-TDMA can be applied to mobile sensor networks
provided localization service [10, 11] is available. In presence of mobile sensor nodes, time
slots used by a sensor keeps on changing due to its motion. Hence, a sensor needs to know
its current position. In other words, SS-TDMA can be used in mobile sensor networks if
localization service is available.

1.7.4 Dealing with Failed Sensors

In this section, we focus on providing TDMA service in the presence of failed/sleeping sen-
sors. We assume that the base station does not fail and that the network remains connected.

In SS-TDMA, a sensor normally receives the diffusion message for the first time from a
sensor that is closer to the base station. In presence of failed/sleeping sensors, a sensor may
receive the diffusion message for the first time from the sensor that is (physically) farther
away from the base station. SS-TDMA ignores such message as duplicate. However, in
presence of failed/sleeping sensors, a sensor should forward such a diffusion message. This
ensures that the diffusion message reaches all the active sensors. The algorithm for the
initial slot assignment is in Figure 1.23.

when sensor j receives a diffusion message for the first time from sensor &
update local clock;
determine the ideal diffusion slot;
find the TDMA slots using the appropriate algorithm from Section 1.4;
transmit in ideal diffusion slot or next TDMA slot, whichever is earlier;

Figure1.23. Initial slot assignment while dealing with failed sensors

This modification, however, also assigns slots to failed/sleeping sensors. Hence, if the
number of such failed/sleeping sensors is large, then the bandwidth is wasted. To improve
the bandwidth utilization, we consider the problem of reducing the collision-group size to
deal with the sensors that are sleeping or have failed. Our solution involves three tasks:
(1) allowing each sensor to determine its collision-group, (2) computing the maximum
collision-group size (MCG) in the network, and (3) communicating the MCG to all sensors
Deter mining collision-group of each sensor.  Regarding the first part, if a sensor, say
4, plans to be inactive for a long time, it should inform the sensors in its collision-group
before it becomes inactive. This can be achieved as follows: When j wants to become
inactive, it informs its neighbors (in a slot assigned by SS-TDMA). These neighbors, in
turn, inform their neighbors until the information reaches all sensors in the collision-group
of j. Alternatively, if j fails (or becomes inactive without informing its neighbors), its
neighbors can detect this fact by observing that no communication was received in the
slot allotted to 7. This information, in turn, will be communicated to the sensors in the
collision-group of j. A sensor, say k, updates its collision-group to max (collision-group
of k, Vi : |t; — t| where sensor i is in the collision-group of & and ¢; is the time slot at
which sensor 4 transmits a diffusion message).

Computing the MCG. Regarding the second part, we use the initial slot assignment
algorithm for broadcast (cf. Section 1.4.1) where the communication range is 1 and the
interference range can be greater than 1. Once again, for simplicity, we assume that left-top
sensor ({0, 0)) communicates the size of the collision-group when it initiates the diffusion.
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Whenever a sensor, say j, propagates the diffusion, it sets the collision-group to max
(collision-group included in a message that was received by j, collision-group of j). It
follows that the sensor in the right-bottom corner will be able to obtain the MCG in the
network. This MCG can then be communicated to the left-top sensor using the current
collision-free SS-TDMA algorithm. If the right-bottom sensor has failed, this responsibility
can be delegated to other sensors.

Communicating the MCG. Finally, regarding the third part, once the left-top sensor
learns the new collision-group, it can include this when it initiates the next diffusion. This
diffusion will allow the sensors to learn the size of the new collision-group that will then
be used by SS-TDMA.

We would like to note that the above description is intended to show that it is possible
to change the size of the collision-group to ensure optimal bandwidth utilization. The
parameters involved in changing the collision-group are the frequency with which sensors
update their collision-group and the frequency with which the sensor(s) at the right-bottom
communicate the group change information. Also, it is possible to accelerate the change
using the distributed reset [16, 17]. However, this issue is outside the scope of this chapter.
Improving bandwidth utilization further.  Bandwidth utilization in SS-TDMA can
improved further by the following techniques. First, the time slot interval used in SS-TDMA
can be increased. Now, time slot is divided into two phases; listen phase and send phase.
Whenever a sensor wants to send data in its assigned time slot, it will start transmitting at
the beginning of the listen phase. With this modification, a sensor (say, ;) that requires
more bandwidth will listen in the slots assigned to other sensors in its collision-group. If j
notices that medium is free in the listen phase of a time slot (assigned to a sensor, say, k), j
can use the send phase of this slot to send its data. However, collisions may occur with this
scheme, since two or more sensors in the collision-group of & can try to access the medium
in the send phase simultaneously. Note that the send phase is long enough to transmit a
message, and the listen phase is small enough so that other sensors can detect whether the
medium is free or not.

Second, some of the slots can be left unassigned. With this modification, whenever
a sensor (say, j) requires more bandwidth, it can choose to send the data in the slots
not used by any sensor in its collision-group. Again, no guarantees can be made about
this communication. Another approach is that sensors can collaborate among themselves
to dynamically allocate the unassigned slots. With this modification, unassigned slots
can be requested by a sensor that requires more bandwidth. Based on a collaborative
decision making algorithm, future slots can be assigned to a sensor. This guarantees that
the communication is collision-free.

1.7.5 SS-TDMA: Application to Network Programming

In this section, we discuss how SS-TDMA can be applied to network programming of
sensors. As mentioned earlier, sensor network applications often include thousands of
sensors that will be deployed in a very large hostile field. Programming/upgrading the
software in these sensors is difficult. To deal with this problem, wireless programming [5] is
used. However, the solution in [5] is applicable only to single-hop networks. In other words,
this solution is useful only if the sensors are one-hop away from the base station. Hence,
we need an approach for multi-hop wireless programming of sensors, where intermediate
sensors also forward the program. Some of the existing multi-hop network programming
solutions include multi-hop over-the-air programming (MOAP) [18], Trickle [19], and
multi-hop network reprogramming (MNP) [6]. These approaches are based on CSMA and,
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hence, rely on advertisement/request and back-off mechanisms for propagating the code in
the network. However, this approach can delay programming some sensors considerably.

SS-TDMA can be effectively used to perform network programming. Specifically, we
can extend the single-hop programming solution in [5] using SS-TDMA to reprogram a
multi-hop network. Towards this end, we make the following enhancements to [5]. When-
ever a sensor receives a program capsule (code segment containing 16 bytes of instructions),
it stores the program in its secondary storage or EEPROM in the appropriate address. Ad-
ditionally, it buffers the capsule in SS-TDMA’s internal queue. SS-TDMA will forward
the capsule in the sensor’s alloted time slot. Hence, in this approach, a sensor need not
wait to get all/part of the program before forwarding. Therefore, program capsules are sent
in a pipeline. Moreover, all the sensors will be reprogrammed approximately at the same
time. Theoretically, to reprogram a n * n network with a program containing « capsules,
SS-TDMA takes (z—1) * P,+2(n—1) *x P, amount of time, where P, is the period be-
tween successive slots in broadcast. As a result of pipelining, the last x —1 capsules can
be forwarded within (z—1) * P, since the base station will send one capsule per period.
The first capsule takes 2(n—1) * P, to reach the last or the bottom-right sensor in the grid.
For time slot= 30ms, interference range =2, P, = 10xtime slot= 300ms, a 1000 capsule
program can be forwarded in a 10x10 network within 305.1 seconds or 5.1 minutes.

Currently, we have implemented network programming using SS-TDMA in MICA motes
[3, 2]. Other than the issue of collision considered in this chapter, SS-TDMA deals with
other causes of message loss such as environmental factors. SS-TDMA provides an ability
to obtain implicit ACKSs; whenever a sensor forwards a message, it acts as an implicit ACK
for the predecessor. The network programming service utilizes these implicit ACKs to
ensure that no packets are lost and to perform retransmissions only when necessary. The
details of this service, however, is outside the scope of this chapter.

1.8 RELATED WORK

In this section, we discuss the related work on MAC protocols for sensor networks. To deal
with the problem of message collision, approaches like collision-avoidance and collision-
freedom based MAC protocols are proposed.

Collison-avoidanceprotocols. Collision-avoidance protocols like carrier sense multiple
access (CSMA) [20, 21] try to avoid collisions by sensing the medium before transmitting a
message. Ifthe medium is busy then the protocol retries after a random exponential back-off
period. Another example of collision-avoidance protocol is carrier sense multiple access
and collision detection (CSMA/CD). CSMA/CD [21] is difficult to use in the context of
sensor networks as the collisions are often detected at some receivers whereas other receivers
and sender(s) may not detect the collision.

In [22], Ye, Heidemann, and Estrin propose an energy-efficient sensor-MAC (S-MAC)
protocol. The authors identify the main sources of energy-waste, namely, collisions, over-
hearing, idle-listening, and control packet overhead. In order to reduce the energy consump-
tion, S-MAC uses periodic listen and sleep cycle and IEEE 802.11 style RTS/CTS/Data/ACK
sequence for communication. S-MAC minimizes the number of data-collisions by using
RTS/CTS control signals before transmitting the data. It reduces the energy spent on
overhearing by scheduling network-allocation vector (NAV) whenever a sensor overhears
RTS/CTS not associated with itself. Until NAV fires, S-MAC allows the overhearing sensor
tosleep. Further, S-MAC reduces idle-listening by restricting communication to occur only
in the receiver’s scheduled listen interval. Finally, it reduces the control overhead by trans-
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mitting small packets like RTS, CTS, or ACK. Timeout-MAC (T-MAC) [23] is an extension
to S-MAC that allows adaptive duty cycle to handle load variations in the network unlike
the fixed duty cycle operation in S-MAC.

S-MAC differs from SS-TDMA inanumber of ways. First, SS-TDMA does not use IEEE

802.11 style control for communication. Overhearing and idle-listening are not a problem
in SS-TDMA, since a sensor will listen only in the time slots alloted to its neighbors. And,
protocol control overhead is very minimum in SS-TDMA.. SS-TDMA just requires the base
station to send periodic diffusing computations to validate the slots assigned to the sensors.
However, the frequency of such diffusions can be low, since time synchronization service
takes care of most clock drifts in the sensors. We emphasize that while time synchronization
service is necessary for both S-MAC and SS-TDMA, SS-TDMA requires coarse-grained
synchronization. S-MAC requires fine-grained synchronization, since whenever a sensor
wants to send a message, it needs to know when to send RTS and when to expect the
corresponding CTS. Towards this end, the listen interval in S-MAC is split into three parts;
first part for SYNC exchanges, which allows a sensor to discover the existence of other
sensors and to know their listen/sleep schedules, second part for RTS exchanges, and third
part for CTS exchanges. Since SYNC/RTS/CTS packets are small, the interval for such
control packet transmissions is small. Hence, a sensor needs to have a highly precise timing
information.
Collison-free protocols.  Collision-freedom protocols like frequency division multiple
access (FDMA), code division multiple access (CDMA), and time division multiple access
(TDMA) ensure that collisions do not occur while the sensors communicate. FDMA [21]
ensures collision-freedom by allotting different frequencies for the sensors. FDMA is not
applicable in the context of sensor networks since the sensors (e.g., MICA motes [3, 2])
are often restricted to transmit only on one frequency. CDMA [24] requires that the codes
used to encode the message be orthogonal to each other so that the destination can separate
different messages. Thus, CDMA requires expensive operations for encoding/decoding
a message. Therefore, CDMA is not preferred for sensor networks that lack the special
hardware and that have limited computing power.

TDMA ensures collision-freedom by allotting time slots for communication. TDMA

based protocols can be classified as either randomized or deterministic protocols, based on
the way time slots are alloted to different sensors or the startup algorithm works. Random-
ized TDMA protocols include [25, 26, 27]. And, deterministic TDMA protocols include
[28, 29].
Randomized startup.  In [25], Claesson, Lonn, and Suri propose a randomized startup
algorithm for TDMA. Whenever a collision occurs during startup (synchronization phase),
exponential back-off is used for determining the time to transmit next. In contrast, SS-
TDMA uses a self-stabilizing deterministic algorithms for assigning the initial slots. Fur-
ther, the complexity of the algorithm in [25] is O(IV), where N is the number of system
nodes, whereas the complexity of the initial slot assignment algorithm in SS-TDMA is
O(D), where D is the diameter of the network. Moreover, an important assumption in [25]
is that each node has a unique message length.

In [26, 27], initially, nodes are in random-access mode and TDMA slots are assigned to
the nodes during the process of network organization. Specifically, in Low-Energy Adaptive
Clustering Hierarchy (LEACH) [27], clusters are formed and each cluster elects a cluster
head. All the nodes in the network are assumed to have enough radio power to communicate
with the base station. However, only the cluster-heads are allowed to communicate with the
base station directly (single-hop). Other nodes should communicate with their cluster-head
in order to forward a message to the base station. To achieve this hierarchy, non cluster-
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head nodes reduce their radio power in a such a way that they communicate only with their
cluster-heads. Inter-cluster interference is avoided by using spread spectrum or CDMA.
LEACH differs from SS-TDMA in that the slot assignment in LEACH is randomized.
Further, LEACH requires CDMA to prevent inter-cluster interference. By contrast, SS-
TDMA does not need CDMA.. Further, SS-TDMA does not assume that all sensors can
communicate with the base station, which is reasonable in a large sensor field.
Deterministic startup.  In [28], Arisha, Youssef, and Younis propose a clustering scheme
to allot time slots to different sensors. Each cluster has a gateway node. The gateway node
informs each sensor in its cluster about the time slots in which the sensors can transmit
messages and also, the time slots in which the sensors should listen. In this algorithm,
slot assignment is performed by the gateway and communicated to different sensors. This
approach assumes that a node can act as a sensor and/or a gateway. If a node acts as a
sensor, it gets one slot in every period, where period depends on the number of the nodes
in the network. And, if a node acts as a gateway, it gets multiple-slots in every period
depending on the number of its children. The approach in [28] differs from SS-TDMA in
that in SS-TDMA slot assignment is uniform. The period in SS-TDMA depends on the
collision-group size (or the interference range) unlike the approach in [28].

1.9 CONCLUSION AND FUTURE WORK

In this chapter, we presented SS-TDMA and showed that it can be customized for broadcast,
convergecast, and local gossip. While SS-TDMA is designed for grid-based topologies, we
showed how we can extend it to deal with non-grid topologies, mobile sensor nodes, and
failed sensors. Thus, SS-TDMA can deal with commonly occurring difficulties, e.g., failed
sensors, sleeping sensors, unidirectional links, and unreliable links, in sensor networks.

As discussed in Section 1.4, we recommend that if the application requirements are
unknown, then the TDMA service for the local gossip be used. Towards this end, we observe
that the period used for local gossip is twice that for the case of broadcast/convergecast.
Hence, it is possible that initiator(s) of broadcast/convergecast suffer extra delay when the
local gossip solution is used. However, once the initiator sends its message, subsequent
relaying occurs quickly. This is due to the fact that the solution for local gossip also ensures
that the communication patterns such as broadcast and convergecast incur small delays at
intermediate sensors. Thus, the solution for local gossip provides substantial benefit to
broadcast and convergecast. In fact, SS-TDMA optimized for local gossip also enables a
sensor to send data in any given direction in such a way that the delay incurred by the data
at intermediate sensors is small.

SS-TDMA is energy-efficient and it also allows sensors to save more power by turning
off the radio completely as long as the remaining sensors remain connected. These sleeping
sensors can periodically wake up, wait for one diffusion message from one of its neighbors
and return to sleeping state. This will allow the sensors to save power as well as keep the
clock synchronized with their neighbors. Since SS-TDMA is stabilizing fault-tolerant, if
all sensors are deactivated for a long time causing arbitrary clock drift, SS-TDMA ensures
that eventually the diffusion will complete successfully and collision-free communication
will be restored.

One of the important issues in SS-TDMA is the exposed terminal problem. For example,
consider 4 sensors A, B, C, and D arranged ina line. If B wants to send a message to A and
C wants to send a message to D, either B or C will have to suppress their communication
in SS-TDMA, since D (respectively, A) belongs to the collision-group of B (respectively,
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(). One way to overcome this problem is as follows. Unlike vertex-coloring in SS-TDMA
(where, slots are assigned to the individual sensors), slots are assigned to individual edges
in the network (edge-coloring). Now, B and C can simultaneously send a message to A
and D respectively. However, edge-coloring is expensive in the sense that if a sensor wants
to send a broadcast message, it has to send up to d messages, where d is the number of its
neighbors.

Another important issue in SS-TDMA is to determine the communication and interfer-
ence range of a sensor. There are several ways to achieve this. Initially, we overestimate
the interference range by considering the manufacturer specification about the ability of
sensors to communicate with each other. Subsequently, we can use the biconnectivity ex-
periments [30] to determine appropriate communication range and appropriate interference
range. Given any two sensors, j and k, these results allow these sensors to determine the
probability that j can communicate with k and the probability that & can communicate with
4. Using these results, we can update the communication range and the interference range:
4 is in the communication range of & iff min(probability with which j can communicate
with %, probability with which k& can communicate with ;) exceeds a certain threshold.
And, j is in the interference range of £ iff max(probability with which j can communicate
with k, probability with which & can communicate with ;) exceeds another threshold. Us-
ing the approach in Section 1.7.4 for dealing with failed sensors, we can communicate the
communication range and interference range of all sensors to the base station. Base station
can then change the communication range and interference range appropriately.

We have combined SS-TDMA with previous algorithms on time synchronization (e.qg.,
[12]). SS-TDMA and time synchronization complement each other. SS-TDMA is useful
in ensuring that messages sent for time synchronization do not collide. And, time synchro-
nization helps to reduce the clock drift and to ensure that the drift does not cause TDMA
slots of nearby sensors to overlap.

We have combined SS-TDMA with previous work on implicit acknowledgments [1]. We
expect that for known communication patterns such as broadcast, convergecast and local
gossip, combining SS-TDMA with implicit acknowledgments will be especially useful. In
these communication patterns, when sensor j transmits a message to k, k is expected to
retransmit it to its successor (unless k is the last sensor to receive that communication).
Since message sent by & is broadcast to all its neighbors, j can also hear that message.
Thus, the retransmission by & acts as an implicit acknowledgment for j. With SS-TDMA,
j can wait until the TDMA slot assigned to &; if & does not transmit in that slot, j can
conclude that £ did not receive its message. Thus, j can reduce the power spent in waiting
for the implicit acknowledgment by listening to the radio only in the TDMA slot for k.

There are several questions raised by this work: First, an interesting question is how
to determine the initial sensor that is responsible for initiating the diffusion. In some
heterogeneous networks where some sensors are more powerful and more reliable, these
powerful/reliable sensors can be chosen as the base station. Alternatively, during deploy-
ment of sensors (e.g., by dropping them from a plane), we can keep several potential base
stations that communicate with each other directly and use the approach in [31, 32] so
that one of them is chosen to be the initiator. Another interesting issue is regarding the
convergecast communication pattern. As mentioned in Section 1.4.2, during convergecast,
a bottleneck is created near the base station. An extension to SS-TDMA then is to account
for this bottleneck by allotting more slots to the sensors near the base station compared to
the rest of the network.
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